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Decision
______________

HENRY, Mary E., Administrative Judge:

Based upon a review of the case file, pleadings, exhibits, and testimony, I
conclude that Applicant’s eligibility for access to classified information is granted.

Applicant submitted his Security Clearance Application (e-QIP), on January 9,
2007. On June 6, 2008, the Defense Office of Hearings and Appeals (DOHA) issued a
Statement of Reasons (SOR) detailing security concerns under Guidelines E and F. The
action was taken under Executive Order 10865, Safeguarding Classified Information
within Industry (February 20, 1960), as amended; Department of Defense Directive
5220.6, Defense Industrial Personnel Security Clearance Review Program (January 2,
1992), as amended (Directive), and the revised adjudicative guidelines (AG)
promulgated by the President on December 29, 2005, and effective within the
Department of Defense for SORs issued after September 1, 2006. 

 
Applicant acknowledged receipt of the SOR on June 17, 2008. He answered the

SOR in writing through counsel on July 2, 2008, and requested a hearing before an
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administrative judge. DOHA received the request on July 3, 2008. Department Counsel
was prepared to proceed on August 31, 2008, and I received the case assignment on
October 21, 2008. DOHA issued a notice of hearing on October 31, 2008, and I
convened the hearing as scheduled on November 18, 2008. The government offered 16
exhibits (GE) 1 through 16, which were received and admitted into evidence without
objection. Applicant and one witness testified on his behalf. He submitted 15 exhibits
(AE) A through O, which were received and admitted into evidence without objection.
DOHA received the transcript of the hearing (Tr.) on November 26, 2008. I requested
additional information from Applicant and held the record open until December 8, 2008,
for Applicant to submit this information. On December 1, 2008, Applicant through
counsel, requested an additional 25 business days to obtain the information requested.
For good cause, I granted Applicant’s request for an extension of time by Order dated
December 2, 2008. On January 12, 2009, he timely submitted AE P, which was
admitted objection. The record closed on January 14, 2009.

Findings of Fact

In his Answer to the SOR, dated July 2, 2008, Applicant admitted the factual
allegations in ¶¶ 1.a, 1.b, and 2.a of the SOR, with explanations. He also provided
additional information to support his request for eligibility for a security clearance.  

Applicant, who is 53 years old, works as software engineer and manager for a
Department of Defense contractor. He started working for his current employer in May
2008. He graduated from a major university in the United States (U.S.) in 1977 with a
Bachelor of Science degree in environmental resource management. He has taken
course work towards a masters degree in business administration, but has not
completed this degree. He married in 1978 and has two children, ages 22 and 13.1

Immediately after graduating from college in 1977, Applicant enlisted in the U.S.
Navy. He served on active duty until February 1984, when he resigned his commission
and took a reserve commission. He continued as an active reservist until May 2004,
when he became an inactive reservist. During this time, he served in Desert Storm, the
first Gulf war. He retired from the Naval reserves in September 2006 with almost 30
years of military service and at the rank of Captain (O-6).2

In December 1984, Applicant started working for the Navy as a civilian employee.
Over the years, his duties and responsibilities expanded. He held a top secret clearance
and later, the Navy granted him a sensitive compartmented information (SCI) clearance.
During the many years Applicant held a security clearance, the Navy never alleged or
charged him with any violations of security procedures nor is there any evidence that he



GE 6, supra note 1, at 24-25; AE A to AE M; Tr. 34. I note, however, that the government has no burden any3

such violations.

Tr. 43-44, 53-54.4

Tr. 42-43, 62-63, 74, 88-90.5

GE 16; Tr. 59, 88-89.6

3

violated security procedures. His references indicate that he always followed security
rules.3

By 1998, Applicant was a senior scientific and technical intelligence officer with a
staff of 10 to supervise. His work involved special access programs, which he called
white and black programs. White programs are specific programs acknowledged as
defense programs. In the late summer of 2002, through his work in a white program, he
began working in black programs. Black programs are special access programs which
require a SCI clearance and are programs which the Navy does not publicly
acknowledge their existence. Applicant split his work time between both programs. His
payment for work on the black programs came as a result of a paper trail through the
white programs. At the hearing, he declined on two occasions to provide any additional
information on the black programs.4

Applicant’s second level supervisor had no access to black programs and his first
level supervisor had access to one black program, which was different from Applicant’s
programs. Accountability and assignments for the black programs came through a
different chain-of-command than his usual first and second level chain-of-command. As
a result, Applicant’s supervisors had neither knowledge nor input on his work in the
black programs. Based on his understanding and belief that he could not reveal
anything about his work in black programs, including when his work involved the black
programs, Applicant provided no information to his supervisors about his absence from
his office when his work on black programs took him out of his office to other locations
on the base or off the base. His unexplained absences created concerns with his
managers about his whereabouts and what work was being performed. As the record
contains no evidence or even a reference to poor performance of actual duties, his
managers’ concern focused on whether he was actually working when his whereabouts
were unknown.5

At his last Navy civilian job site, the base had four different access systems,
which were not linked together. Specifically, his office building was on a system different
from other buildings in which he also worked. Applicant had three cards to access his
work locations on the base. One card gained him entry to the base; the second card
gained him entry to his work building; and the third card gained him entrance to SCI
areas outside his usual work building.6

Applicant prepared his time and attendance sheets at the end of each week, not
on a daily basis, a process which was proper under the personnel regulations. He
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reported his time spent on each work project each week. He, however, did not keep an
accurate daily record of his time spent on various work projects or programs. Thus, his
time sheets reflected his honest belief about the actual amount of time worked on each
program on any given day, rather than an accurate statement of the time worked based
on good record keeping on his daily work hours. At the hearing, Applicant
acknowledged that his time keeping habits were not good because he did not keep an
accurate daily record of the work he performed on various projects. He also
acknowledged that as a result, he submitted inaccurate time records, which may have
included, as work time, time spent at the gym. He always provided documentation to his
supervisors when he needed military leave. Applicant now enters his work time at the
end of each workday. He programed his computer and blackberry so that he is
reminded at the end of each day to record his work hours.7

Applicant possessed a government travel credit card for his civilian job. In the
past, he also had a government credit card or received advance payment for his military
reserve expenses. In 1998, the Navy withdrew authorization for a separate travel card
for advance payment of reserve activities expenses. Applicant used his travel card to
pay for reserve duties expenses and for personal expenses when he did not have his
personal credit card with him. He admits that use of the government travel card for
personal purchases was against the rules. Because the government travel credit card
bill came directly to him, he always paid his personal charges when he paid the bill. He
denies submitting any personal expenses for payment by the government and the
record contains no evidence that he did. For a long time, Applicant also paid all of his
government travels expenses before receiving his reimbursement for these expenses
because his base often took 90 days to reimburse him for his travel expenses. Towards
the end of 2002 or at the beginning of 2003, he stopped paying his travel expenses
before the government reimbursed him for his expenses.8

In November 2002, a female employee filed a sexual harassment charge against
Applicant. The Navy placed him on administrative leave until March 2003. While
investigating this misconduct allegation, the Navy started a second investigation, which
identified problems with Applicant’s time and attendance records and his use of a
government credit card. Although the Navy took no action on the sexual harassment
charge, on January 30, 2003, the Navy issued a proposal to remove Applicant from
federal service based on misuse of the government travel card for personal expenses
and inaccurate time and attendance records.9
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Applicant timely responded to the proposal to remove and submitted
documentation to be considered.  In March 2003, Applicant submitted his resignation10

when he recognized that the investigation into his conduct was “not going well”. The
agency refused to accept and process his resignation. On March 14, 2003, the agency
issued a notice of decision on proposal to remove. On March 20, 2003, Applicant and
the agency entered into a settlement agreement. Under the terms of the agreement,
Applicant agreed to resign his position effective, March 21, 2003, to comply with all
checkout procedures, to reimburse the agency $3,827.70 for time, to turn in all his
government equipment, badges and decals, and to waive all his legal rights as a federal
employee, including his right to appeal his job termination to the Merit System
Protection Board.  Applicant did not waive his right to appeal any adjudication of his11

security clearance. The agency agreed to accept the settlement agreement as a
resolution of the discipline for Applicant’s misconduct and to cancel the removal action,
to implement the terms of the agreement, to notify the Department of Navy Central
Adjudication Facility (DONCAF) of his resignation, to not enter either the proposal to
remove or the decision to remove letters in Applicant’s Official Personnel Folder (OPF),
although his OPF would reflect that he resigned after being issued a notice of adverse
action for misconduct, and to pay any unpaid local and travel claims for expenses if
submitted by Applicant. The parties complied with the terms of the settlement
agreement.12

Subsequent to his resignation as a civilian employee, on April 18, 2003, the
DONCAF issued a Letter of Intent (LOI) to revoke Applicant’s security clearance and
eligibility for access to SCI and a SOR, which referenced security concerns under
Guidelines E, F and I. Applicant received the LOI on May 22, 2003. He immediately
requested a 45-day extension of time to reply as he needed records from the agency.
He provided a letter from the agency dated August 12, 2003, advising it would process
his request for information under the Freedom of Information Act (FOIA) and could not
give him a time estimated for when he would receive the information. He requested four
more extensions of time because the agency had not provided him with the information
he had requested. The DONCAF granted three more extensions of time.  On April 22,13

2004, DONCAF denied his last request for an extension of time, and issued a letter of
Revocation (LOR) on the grounds he did not answer the LOI and revoked his clearance.
Two days after his clearance was denied, he received a letter from the agency general
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counsel apologizing for the delay. Applicant believes this information was deliberately
withheld by the person who conducted the investigation for the agency. He also
believes that this individual wanted his job and did not conduct a full and complete
investigation as information Applicant provided was not verified and persons were not
contacted. The decision to remove letter indicates that the investigator only checked
access to Applicant’s usual office building, not other buildings. It also verified that his
references for black programs  provided no information on his work time.14

Applicant obtained employment with a Department of Defense contractor after he
resigned from federal service. The Defense Industrial Security Clearance Office
(DISCO) converted his military service clearance to a top secret clearance for his new
employer. The government revoked this clearance after receiving notice that the
DONCAF had revoked his clearance as a Navy reservist in April 2004. The government
based the second revocation on the DONCAF’s revocation and did not conduct a new
investigation.15

Applicant submitted letters of recommendation from 14 individuals who worked
with him and know him. All describe him as a professional and excellent leader. All
opine that he would not compromise or jeopardize classified information or national
security. One individual stated that he was proactive in protecting classified information
and another indicated that he always followed the security rules. All praised his work
skills and work ethics. Applicant testified that if a foreign agency approached him, he
would not tell or give the agent anything and he would contact the Federal Bureau of
Investigation immediately. Based on his general knowledge, his witness also testified to
a hypothetical and to his belief that if Applicant was approached by a foreign agent,
Applicant would break his arm and then turn him into authorities. This witness has no
concerns about Applicant’s ability to handle classified information.16

Applicant does not own property outside of the U.S. His most recent credit report
indicates that his bills are paid and he does not have any unpaid debts. His budget
shows he lives within his monthly income. He has money in a 401k account. Applicant
suffers from depression and anxiety and has been treated for these conditions since
returning from Desert Storm.17

When he completed his SF-86, Applicant provided the information concerning the
loss of his job and his security clearance. He has been open and honest about the
problems and his perception as to why this situation occurred. In hindsight, he
acknowledged that his poor time keeping caused problems with his time and attendance
records and he wrongly used his government travel credit card for personal expenses.
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He still believes that he did not misuse his government travel credit card for reserve
duty expenses and his witness confirms that the criteria for use of the government travel
credit card were not clear. He now carries only one personal credit card for his use.18

Policies

When evaluating an Applicant’s suitability for a security clearance, the
administrative judge must consider the revised adjudicative guidelines (AG). In addition
to brief introductory explanations for each guideline, the adjudicative guidelines list
potentially disqualifying conditions and mitigating conditions, which are useful in
evaluating an Applicant’s eligibility for access to classified information.

These guidelines are not inflexible rules of law. Instead, recognizing the
complexities of human behavior, these guidelines are applied in conjunction with the
factors listed in the adjudicative process. The administrative judge’s over-arching
adjudicative goal is a fair, impartial and common sense decision. According to AG ¶
2(c), the entire process is a conscientious scrutiny of a number of variables known as
the “whole person concept.” The administrative judge must consider all available,
reliable information about the person, past and present, favorable and unfavorable, in
making a decision.

The protection of the national security is the paramount consideration. AG ¶ 2(b)
requires that “[a]ny doubt concerning personnel being considered for access to
classified information will be resolved in favor of national security.” In reaching this
decision, I have drawn only those conclusions that are reasonable, logical and based on
the evidence contained in the record. Likewise, I have avoided drawing inferences
grounded on mere speculation or conjecture.

Under Directive ¶ E3.1.14, the Government must present evidence to establish
controverted facts alleged in the SOR. Under Directive ¶ E3.1.15, the Applicant is
responsible for presenting “witnesses and other evidence to rebut, explain, extenuate,
or mitigate facts admitted by applicant or proven by Department Counsel. . . .” The
Applicant has the ultimate burden of persuasion as to obtaining a favorable security
decision.  19
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A person who seeks access to classified information enters into a fiduciary
relationship with the Government predicated upon trust and confidence. This
relationship transcends normal duty hours and endures throughout off-duty hours. The
Government reposes a high degree of trust and confidence in individuals to whom it
grants access to classified information. Decisions include, by necessity, consideration of
the possible risk the Applicant may deliberately or inadvertently fail to protect or
safeguard classified information. Such decisions entail a certain degree of legally
permissible extrapolation as to potential, rather than actual, risk of compromise of
classified information.
 

Section 7 of Executive Order 10865 provides that decisions shall be “in terms of
the national interest and shall in no sense be a determination as to the loyalty of the
applicant concerned.” See also EO 12968, Section 3.1(b) (listing multiple prerequisites
for access to classified or sensitive information).  

Analysis

Guideline E, Personal Conduct

AG ¶ 15 expresses the security concern pertaining to personal conduct:
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Conduct involving questionable judgment, lack of candor, dishonesty, or
unwillingness to comply with rules and regulations can raise questions
about an individual's reliability, trustworthiness and ability to protect
classified information. Of special interest is any failure to provide truthful
and candid answers during the security clearance process or any other
failure to cooperate with the security clearance process.

AG ¶ 16 describes conditions that could raise a security concern and may be
disqualifying:

(a) deliberate omission, concealment, or falsification of relevant facts from
any personnel security questionnaire, personal history statement, or
similar form used to conduct investigations, determine employment
qualifications, award benefits or status, determine security clearance
eligibility or trustworthiness, or award fiduciary responsibilities;

(d) credible adverse information that is not explicitly covered under any
other guideline and may not be sufficient by itself for an adverse
determination, but which, when combined with all available information
supports a whole-person assessment of questionable judgment,
untrustworthiness, unreliability, lack of candor, unwillingness to comply
with rules and regulations, or other characteristics indicating that the
person may not properly safeguard protected information. This includes
but is not limited to consideration of:

. . .

(3) a pattern of dishonesty or rule violations; and,

(4) evidence of significant misuse of Government or other
employer's time or resources.

In the instant case, the Applicant has not omitted any information from his
security clearance application or any other document as specified in AG ¶ 16(a). Rather,
he provided the negative information in his SF-86 which became the basis for the SOR.
Thus, AG ¶ 16(a) is not applicable in this case.20

Applicant’s use of his government travel credit card for personal expenses is a
clear violation of the rules for use of this card, which he acknowledged. Applicant’s
agreement to reimburse the government for some of the work time previously paid, but
not worked, reflects a significant misuse of the government’s resources. Thus, the
government has established a security concern under AG ¶¶ 16(d)(3) and 16(d)(4).
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Under AG ¶ 17, Applicant could mitigate security concerns under the following
conditions:

(c) the offense is so minor, or so much time has passed, or the behavior is
so infrequent, or it happened under such unique circumstances that it is
unlikely to recur and does not cast doubt on the individual's reliability,
trustworthiness, or good judgment;

(d) the individual has acknowledged the behavior and obtained counseling
to change the behavior or taken other positive steps to alleviate the
stressors, circumstances, or factors that caused untrustworthy, unreliable,
or other inappropriate behavior, and such behavior is unlikely to recur; and

(e) the individual has taken positive steps to reduce or eliminate
vulnerability to exploitation, manipulation, or duress.

Applicant’s time and attendance issues occurred between September 2002 and
December 2002, more than six years ago. More importantly, this issue arose when he
was working in black programs. He could not reveal the work he was doing and
mistakenly believed that he could not tell his supervisors when he was actually working
on black programs. Since Applicant no longer works for the Navy and will not be
working in black programs, the source of his time problems has been eliminated. AG ¶
17(c) has partial applicability to his time and attendance issue only.

Applicant has acknowledged his behavior on a number of occasions. In response
to questions on the SF-86 about his past employment, Applicant clearly acknowledged
his resignation after receiving an adverse action for misconduct and explained the
misconduct. He also acknowledged that he lost his security clearance in 2004. He
admits that his conduct resulted in his job loss and revocation of his security clearance.
He changed his habits and behavior to prevent problems with his time records and
credit card use in the future. His blackberry and computer remind him at the end of each
day to complete his time sheet and he does. He no longer uses a business credit card
and does not intend to do so in the future. By admitting his conduct, changing how he
handles his time and limiting his access to credit cards, Applicant has taken positive
steps to eliminate or reduce his vulnerability to exploitation, duress and coercion. Thus,
AG ¶¶ 17(d) and 17(e) apply partially.

Guideline F, Financial Considerations

The security concern relating to the guideline for Financial Considerations is set
out in AG & 18:      

Failure or inability to live within one=s means, satisfy debts, and meet
financial obligations may indicate poor self-control, lack of judgment, or
unwillingness to abide by rules and regulations, all of which can raise
questions about an individual=s reliability, trustworthiness and ability to
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protect classified information. An individual who is financially overextended
is at risk of having to engage in illegal acts to generate funds. 

The guideline notes several disqualifying conditions that could raise security
concerns. In the instant case, the government failed to present any evidence which
indicates that Applicant’s has financial problems. Applicant’s admissions about his use
of his government credit card for personal purchases, however, raise a security concern
under AG ¶ 19(d) “deceptive or illegal financial practices such as . . . and other
intentional financial breaches of trust.” 

Applicant submitted evidence which indicates that he lives within his financial
means and has paid his bills as required. He paid his personal purchases each month
after receiving his bill for his government credit card. His evidence does not reflect a
need to use the government credit card for purchases because he did not have
resources available to him. Rather, Applicant used his government travel credit card for
personal convenience. Applicant’s use of the government credit card occurred over six
years ago. His past conduct does not reflect on his current trustworthiness and
reliability. He no longer uses a business credit card so as to ensure he will not use such
a card for personal purposes. Guideline F is found in favor of Applicant.

Whole Person Concept

Under the whole person concept, the administrative judge must evaluate an
Applicant’s eligibility for a security clearance by considering the totality of the Applicant’s
conduct and all the circumstances. The administrative judge should consider the nine
adjudicative process factors listed at AG ¶ 2(a):

(1) the nature, extent, and seriousness of the conduct; (2) the
circumstances surrounding the conduct, to include knowledgeable
participation; (3) the frequency and recency of the conduct; (4) the
individual’s age and maturity at the time of the conduct; (5) the extent to
which participation is voluntary; (6) the presence or absence of
rehabilitation and other permanent behavioral changes; (7) the motivation
for the conduct; (8) the potential for pressure, coercion, exploitation, or
duress; and (9) the likelihood of continuation or recurrence. 

Under AG ¶ 2(c), the ultimate determination of whether to grant eligibility for a security
clearance must be an overall common sense judgment based upon careful
consideration of the guidelines and the whole person concept. The decision to grant or
deny a security clearance requires a careful weighing of all relevant factors, both good
and bad. In so doing, an administrative judge must review all the evidence of record to
determine if a security concern is shown. A determination on an applicant’s eligibility for
a security clearance should not be made as punishment for specific past conduct, but
on a reasonable and careful evaluation of all the evidence of record to decide if a nexus
exists between established facts and a legitimate security concern.
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The mitigating evidence under the whole person concept is substantial. In
reaching a conclusion, I considered the potentially disqualifying and mitigating
conditions in light of all the facts and circumstances surrounding this case. Applicant’s
misconduct while holding a senior intelligence officer position is serious. His misuse of
time was not intentional, but the result of carelessness, poor record keeping, and his
work in black programs. The record lacks any evidence that Applicant misused
government time over a long period of time. The misuse of time issue coincides with his
few months of work in the highly secret black programs. He acknowledged that despite
his belief that he could not reveal anything about what he was doing when working in
the black program, he should have advised his supervisors when he started working in
the black programs. His use of the credit card for personal expenses violated the rules
and he knew it. He never sought financial payment from the government for these
expenses. He always paid these charges from his own finances. The government did
not incur any financial losses or other harm because of his conduct. If anyone incurred a
loss, it was Applicant because, at times, he used his own money to pay his government
travel expenses which resulted in a loss of use of his money.

Applicant served as an active duty service member or as a reservist in the U.S.
military for nearly 30 years without any misconduct issues. By serving in Iraq during the
first Gulf war, Applicant put his country before his life. For 18 years prior to 2002, he
worked for the Navy as a civilian without any misconduct. He always safeguarded the
government’s secrets and always followed the rules for guarding these secrets. His co-
workers all agree that he would never betray the government’s trust by compromising
classified information.  He would report any approaches by a foreign agent to the proper
authorities immediately. While I recognize that the Appeal Board does not view past
compliance with security rules as a determinate for future compliance with security rules
when questions of misconduct arise, 25 years of security rules compliance warrants
some credit under the whole person concept to ensure Applicant receives a fair and
impartial evaluation of all evidence in the record. Applicant’s recognizes his poor
behavior and has taken definitive steps to prevent a future occurrence of the same
conduct. 

Applicant has sufficient income to pay his bills and has a substantial 401(k)
account. His credit report reflects good financial management. He did not use his
government travel credit card because he did not have access to a credit card or funds,
but used the card for convenience. He frequently used the card for reserve duty
expenses, which he believed to be a proper use of the card. The record contains no
evidence that it was illegal to use the card for reserve expenses. Applicant understands
that he acted improperly on matters related to work. He, however, has never acted
contrary to the government’s interest in matters of security. He fully understands the
need to protect classified information and has done so many times. He has taught
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others to do the same. In fact, his desire to fully comply with this duty may be the
reason for his time and attendance issues.21

The ultimate question is whether Applicant’s past negative conduct presents a
security concern about his current fitness to hold a security clearance. I find that it does
not. When weighing his conduct 2002 against his long years of service to the U.S., he
military service in Iraq during the first Gulf war, and his strict adherence to security rules
and procedures for many years, I find that overall, Applicant past conduct does not raise
concerns about his fitness to hold a security clearance.

Overall, the record evidence leaves me without questions or doubts as to
Applicant’s eligibility and suitability for a security clearance. For all these reasons, I
conclude Applicant mitigated the security concerns arising from his personal conduct.
The government did not establish its case under Guideline F.

Formal Findings

Formal findings for or against Applicant on the allegations set forth in the SOR,
as required by section E3.1.25 of Enclosure 3 of the Directive, are:

Paragraph 1, Guideline E: FOR APPLICANT

Subparagraph 1.a: For Applicant
Subparagraph 1.b: For Applicant

Paragraph 2, Guideline F: FOR APPLICANT

Subparagraph 2.a: For Applicant
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Conclusion

In light of all of the circumstances presented by the record in this case, it is
clearly consistent with the national interest to grant Applicant eligibility for a security
clearance.  Eligibility for access to classified information is granted.

                                                              
MARY E. HENRY

Administrative Judge




